


 •  Who are the victims?
 •  Who are the predators?
 •  What are they looking for?
 •  How do the predators operate?
 •  Why does this happen?
 •  When are children most vulnerable?

 •  Is the bedroom the best place for the computer?
 •  How can you monitor web sites children are visiting?
 •  What do children need to know about giving out personal information?
 •  Are blocking and filtering programs effective?
 •  What are some danger signs to watch for?

 •  How can you keep children safe at home and school?
 •  How can you hide your online identity?
 •  How can you establish anonymous email accounts?
 •  Should children post profiles?
 •  How can you avoid giving out personal information?
 •  Who can you contact for help?

 •  Remember that people online may not be who they seem to be and 
everything you read online may not be true.

 •  Teach children rules for using the internet, create a comfortable 
environment, set reasonable guidelines and monitor their online activity.

 • Get to know their “online friends” just as you know their school and 
neighborhood friends.

 •  Don’t be frightened and overwhelmed by technology—learn how to use 
filtering software. 




